How to append digital signhature in eBPS

Step 1 : Firstly, download emsigner (https://cert.com.np/softwares) and install in your computer/laptop.

Step 2 : Run emSigner as Administrator
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You're almost there!

Just click on Start Service to start the emSigner service, if it is not started
automatically.

Note: If you want to stop the emSigner service running on your system then
just click on Stop Service.
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Step 3 : Refresh browser (ctrl+f5)

Step 4 : Click signature link
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# If connection lost message is occurred ???

kmcebps.gov.np/DesignerDesk/Documentupload?q=XaA 2xrUOKohrYgeuq9rNHaR73q64HouZw97sw3FOGUD%2fOzhGW(

www.kmcebps.gov.np says

Digital signature server connection is lost. Please restart emsigner
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Step 1 : Open Internet Options

Q_ internet options|
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Step 2 : Click Security Tab and click Trusted Sites link
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Security level for this zone
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Step 3 : Add https://127.0.0.1 and https://localhost link
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Select a zone to view or change security settings.
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Medium
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Custom level... Default level

Reset all zones to default level

OK Cancel
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You can add and remove websites from this zone. All websites in
this zone will use the zone's security settings.

Add this website to the zone:
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Step 4 : Now open browser (google chrome or firebox)

Type : httpS//1270018080/
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€ C A Notsecure | 127.0.0.1:8080
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Your connection is not private

Attackers might be trying to steal your information from 127.0.0.1 (for example,

passwords, messages, or credit cards). Learn more
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Q To get Chrome's highest level of security, turn on enhanced protection

Click on Advanced
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Step 5: Click on process to 127.0.0.1 link show as below

& Privacy error X

€« C A Notsecure

+

127.0.0.1:8080
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Your connection is not private

Attackers might be trying to steal your information from 127.0.0.1 (for example,
passwords, messages, or credit cards). Learn more

NET::ERR_CERT_AUTHORITY_INVALID

Q To get Chrome’s highest level of security, furn on enhanced protection

Back to safety

This server could not prove that it is 127.0.0.1; its security certificate is not trusted by your
computer's operating system. This may be caused by a misconfiguration or an attacker
intercepting your connection

Proceed to 127.0.0.1 (unsafe) Click on Process link

Step 6 : Now go back to browser and refresh and again click on Signature

Click Signature link
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Step 7 : Enter your token PIN number and press ok button
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www.kmcebps.gov.np says

Digital signature is append successfully

Please Wait..




# How to Append Digital Signature on AutoCAD ?

Step 1 : Open Autocad File Go to options
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Step 2 : Click on Security Options
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